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Report to the DoD Inspector General...

dodig.mil/hotline|664.8799(DSN)

HOTLINE
Department of Defense

MILITARY CIVIL IAN � CONTRACTOR

800.424.9098 (TOLL-FREE) | 703.604.8799 (COMMERCIAL)

Mission:
To provide a con�idential, reliable means to report 
violations of law, rule, or regulation; fraud, waste, and 
abuse; mismanagement; traf�icking in persons; serious 
security incidents; or other criminal or administrative 
misconduct that involve DoD personnel and operations, 
without fear of reprisal.
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